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Abstract 
The network communication protocol designed for sending data 
packets over the Internet is the Transmission Control Protocol. This 
paper proposes an approach to improve the performance of TCP in 
Multi – Hop Wireless Networks. The approach aims to minimize 
the number of acknowledgements using Delayed Acknowledgement 
mechanism. The performance of TCP is reduced due to the 
generation of acknowledgement for each of the incoming data 
packet. The TCP performance wanes chiefly when the ACK and 
data packets encounter and impact one another as they traverse the 
same path. The performances of TCP in Multi – Hop Wireless 
Networks are affected due to contention and collision. Transmission 
Control Protocol performance can be improved by decreasing the 
number of acknowledgements using Delayed Acknowledgement 
mechanism. A receiver with an adaptive Delayed 
Acknowledgement mechanism is proposed to improve the 
performance of TCP in Multi – Hop Wireless Networks. A Delayed 
Acknowledgement ( DAK ) Algorithm is proposed to improve the 
Transmission Control Protocol throughput compared to the regular 
Transmission Control Protocol. The proposed approach is simulated 
in Network Simulator – 2 ( NS – 2 ). The simulation results 
illustrate the efficiency of our approach in terms of packet loss. 

Keywords : Delayed Acknowledgement, Multi – Hop Wireless 
Networks, TCP, Throughput. 

1. Introduction

A Multi – Hop Wireless Network is a collection of mobile 
hosts with wireless network interfaces, which form a 
temporary network without the need of central 
administration or fixed infrastructure. The mobile hosts are 
free to move and can dynamically self – organize themselves 
into an arbitrary and temporary network. These nodes not 
only forward and receive packets, but they also act as routers 
and have the ability to accomplish route maintenance and 
route recovery. Multi – Hop Wireless Networks have some 
benefits like : 

 It can extend the coverage area.
 It can improve the connectivity.
 It can also enable higher data rates.
 Multiple paths are available that can be used to 

improve the robustness of the network.

TCP is a connection – oriented protocol. It sends the data 
packets as an unstructured stream of bytes. TCP uses 
sequence numbers and acknowledgement messages, which 
can provide information to the sending node about the 
delivery of packets transmitted to the destination node. If, the 
data packets have been lost during the transmission from 
source node to destination node, TCP can re – transmit data 
packets until either of the conditions have been achieved : 

 Timeout period has been reached.
 Until the data packets have been successful delivered.

TCP only recognizes the receipt of duplicate messages and 
will discard them appropriately. If sending node is 
transmitting too fast and receiving node is unable to receive 
the data packets, TCP can employ any of the flow control 
mechanisms to slow down the data transfer rate. 

TCP services should be reliable and flow – controlled. 
However, TCP service is much more complex than UDP, 
which only provides the Best Effort service. To implement 
the service in TCP, it uses a number of protocol timers that 
could ensure reliable and synchronized communication 
between the sender and the receiver. This end – to – end 
conversation determines how the two characteristics of TCP 
operate : 

 Performance
 Error handling

The performance of TCP is dependent on algorithms and 
techniques such as flow control and congestion control. 

Flow control is the rate at which data packets are transmitted 
between sender and receiver. Congestion control is the 
method for implicitly interpreting the transmission rate. TCP 
implements a window based flow control mechanism. TCP’s 
flow control is governed by maximum allowed window size 
advertised by the receiver. The policy followed by sender is to 
send new packets only after receiving acknowledgement for 
the previous packet. Besides, the receiver’s advertised 
window, awnd, TCP’s congestion control introduces two new 
variables for the connection : 
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 Congestion Window ( cwnd )  
 Slowstart Threshold ( ssthresh ) 

The congestion window ( cwnd ) is a counterpart to 
advertised window ( awnd ). awnd prevents the sender from 
overrunning the resources of the receiver. Congestion 
window ( cwnd ) prevents the sender from sending more data 
packets than the network can accommodate current load 
conditions. 
 
The performance of TCP is degraded in wireless networks as 
compared to wired networks; because TCP was developed for 
wired networks. The packet loss in wired networks is 
assumed to be due to congestion only. This assumption fails 
in case of wireless networks, as the error rates in wireless 
networks may be an order of magnitude larger than wired 
networks. Hence, when data packets are dropped or 
corrupted on wireless link, the congestion control 
mechanism of sender kicks in and as a result ( of reduction in 
congestion window size ) the throughput decreases 
significantly. 
 
The factors affecting the performance of TCP in Multi – Hop 
Wireless Networks are due to : 
 

 Mobility  
 Energy Efficiency 
 Medium Contention and Collision 
 Channel Error 

The main objective of this paper is to improve the 
performance of TCP throughput in Multi – Hop Wireless 
Networks by delaying the acknowledgements of receiving the 
data packets in the network. Section I gives an introduction 
to the Multi – Hop Wireless Networks. Section II is about the 
related work in the area of research. Section III describes the 
proposed algorithm. Section IV is about the results based on 
simulations. Finally, Section V concludes the gain achieved 
in TCP performance for Multi – Hop Wireless Networks. 
 
2. Related Works 

This section presents the various methods proposed to 
improve the performance of TCP in Multi – Hop Wireless 
Networks. 
 
A dynamic delayed TCP ACK mechanism that aims to adjust 
the number of delayed ACKs was hypothesized by Yang et al. 
It is called AP – DDA and regards four parameters such as 
the gage of congestion window, its sending situation, TCP 
sending states and also the special data packets. These could 
either be the retransmitted packets or out – of – order ACKs. 
The AP can estimate the gage of the window, establish the 
TCP state and also determine current sending state of the 
current window. Despite giving a considerable throughput, 
the shortcoming is the hardship in expanding which 
demands an alteration of the AP design.  
Chen et al., posited TCP – DCA scheme in which the number 
of hops or the path length becomes a basis to select different 
delay windows. They recorded that the best TCP throughput 

gain happens when the ACK’s are limited and an optional 
delay window size is present at the receiver. 
 
Beizhong et al., suggested that the best TCP throughput can 
be gained by making the receiver wait until the ACK layoff 
disregarding the number of in – order packets received. The 
layoff is due to a large delay window. 
 
3. TCP Performance In Dynamic Delayed 
Acknowledgement 

Several solutions have been worked out by researchers to 
improve TCP performance. However, most of these were 
directed towards lowering the number of ACKs to minimize 
their encounter with data packets.  
 
The objective of TCP – DAK is to maximize or minimize the 
number of ACKs by automatically detecting the network 
condition. The new protocol designed will automatically 
regulate the ACKs by adjusting the cwnd size, inter – arrival 
time of the packets, and their loss events.  
 
The adjustment of the delay window will allow ACK to be 
generated by receiving the dwnd of the packets. In this way, 
the receiving node will be able to adjust itself to different 
values of delay imposed by the wireless channel. 
 
The un – acknowledged data packet arrival count is 
maintained by TCP – DAK with ack – count variable ‘k’ 
which records values from 0 to current dwnd size.  
 
TCP – DAK sends information to the sender about orderly 
arrival of packets or packet losses by generating ACKs after 
which the ack – count variable is set to ‘0’. Inter – arrival 
times of the TCP packets help TCP – DAK learn about the 
network condition that is an essential factor to set the delay 
window. This also helps avoid dependency on any definite 
feedback from the intermediate nodes on the path.  
 

4. Simulation Results And Discussion 

The parameter settings for the simulation experiments are 
shown in Table 1. The simulation was done using NS2 
simulator. 

 
Table 1 : Simulation Parameter 

 
Parameters  Value 
Simulation Area 1500 * 1500 

m2 
Simulation Time 300 s 
Transmission 
Range 

250 m 

Routing Protocol  AODV / DSR 
TCP Traffic Type FTP Generic 
Packet Size 512 

 
The performance metrics that are analyzed for evaluation 
include throughput, data packets sent by the sender and 
acknowledgements received by the sender. After extensive 
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simulations, the inferences from the simulations depict the 
main reasons for TCP performance degrades due to 
generating acknowledgements for all the incoming packets. 
 
In this paper, the interaction between the data packets and 
acknowledgements has been studied through the simulation 
and the simulation results indicate the performance of TCP 
degrades for generating acknowledgements for each 
incoming packet. Instead of that, delay the 
acknowledgements for all packets using TCP – DAK. 
The wireless network topology was created with sender, 
receiver and lots of intermediate nodes. FTP generic is used 
to transfer the packet, and TCP is used to provide reliable 
packet delivery. The simulation was performed in various 
scenarios such as normal transmission and packet loss 
transmission. In this paper, the interaction between the data 
packets and acknowledgement was studied in various 
scenarios like normal transmission and packet loss 
transmission. 
 
Simulation was done for the above topology in normal 
transmission and the observations are shown in Table 2. The 
simulations were done to analyze the ratio of the data packets 
sent and acknowledgements received. 
 
Table 2 : TCP’s Parameter Value for Normal Transmission 
 

 
The graph obtained for the above topology is shown in Figure 
1. The simulations were done to analyze the ratio of data 
packets sent and acknowledgements received. It was found 
that approximately for every three packets an 
acknowledgement was sent. 

 

 
 

Figure 1 : TCP’s Parameter Analysis for Normal 
Transmission 

 
Simulation was done for the above topology in packet loss 
transmission and the observations are shown in Table 3. The 
simulations were done to analyze the ratio of data packets 
sent and the acknowledgements received. Manual Fault was 
created in the Node configuration with Static Type and 
analysis is performed to find the various TCP’s parameters 
during the transmission. 
 

Table 3 : TCP’s Parameter Value for Packet Loss 
Transmission 

 
Number of 
Data Packet 
Sent by the 
Sender 

Number of 
Data Packet 
Received by 
the 
Receiver 

Total 
number of 
ACK only 
Packet Sent 
by Receiver 

Duplicate 
ACK 
Packet 
Received by 
the Sender 

100 100 14 0 
202 200 89 30 
303 282 92 31 

 
The graph for the above topology is shown in Figure 2. The 
simulations were done to analyze the ratio of the data packets 
sent and the acknowledgements received. A packet loss was 
created by fault node configuration option in NS2. A fault 
was created at the interface between node and node. The time 
at which the fault occurs was set as 10s to 20s. Accordingly, 
packet loss occurred at 10s, then the number of packets sent 
and the acknowledgements vary depending on the duration 
of the fault. In this case, the number of duplicate 
acknowledgements also increased, and indicated that the 
number of transmissions has also increased. 

 

 
 

Figure 2 : TCP’s Parameter Analysis for Packet Loss 
Transmission 

 
5. Conclusion 

To develop a TCP receiver that has a self – adjusting capacity 
to maintain the data to ACK ratio is the main focus of this 
research work. The work centrally aims at designing a TCP 
receiver that functions for large sensor networks. The 
protocol design does not require changes at intermediate 
nodes and also does not expect any feedback from the 

Number of 
Data 
Packet Sent 
by the 
Sender 

Number of 
Data 
Packet 
Received 
by the 
Receiver 

Total 
number of 
ACK only 
Packet Sent 
by Receiver 

Duplicate 
ACK 
Packet 
Received 
by the 
Sender 

106 101 54 46 
232 223 109 89 
346 335 136 111 
451 439 153 121 
578 561 201 155 
688 669 224 172 
808 784 263 203 
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network which makes its deployment much easier than 
existing protocol. 
 
In the future, TCP performance analysis can be done, for 
varying load, varying mobility, varying hop lengths and 
varying packet error rate in different wireless topologies such 
as 802.11, 802.15 and 802.16 using TCP – DAK. 
 
REFERENCES 
 
[1] Kai Shi, Yantai Shu, Yang.O, Jinsong Wang, Jiarong Luo, 

Improving TCP Performance for EAST Experimental Data in 
the Wireless LANs, IEEE Transactions on Nuclear Science, 
2011, 58 ( 4 ), pp. 1825 – 1832. 

[2] Farzaneh Razavi Armaghani, Sudhanshu Shekhar Jamuar,        
Sabira Khatun, Mohd Fadlee A. Rasid, Performance Analysis 

        of TCP with Delayed Acknowledgments in Multi-hop Ad – 
hoc Networks, Wireless Personal Communications, 56 ( 4 ), 
2011, pp. 791 – 811. 

[3]  Jiwei Chen, Yeng Zhong Lee, Mario Gerla, M.Y. Sanadidi, 
TCP with Delayed Ack for Wireless Networks, Journal of Ad 

        Hoc Networks, 2008, 6 ( 7 ), pp. 1098 – 1116. 
[4]  Beizhong Chen, Marsic I, Miller R, Issues and Improvements in 

TCP Performance over Multihop Wireless Networks, IEEE 
Sarnoff Symposium, 2008, pp. 1 – 5.  

[5]  De Oliveira R, Braun T, A Dynamic Adaptive Acknowledgment 
Strategy for TCP Over Multihop Wireless Networks, 24th 

Annual Joint Conference of the IEEE Computer and 
Communications Societies Proceedings of IEEE, 3, 2005, pp. 

        1863 – 1874. 
[6]  Eitan Altman, Tania Jim´enez, Novel Delayed ACK Techniques 

  for Improving TCP Performance in Multihop Wireless            
Networks, Personal Wireless Communications, 2775, 2003, pp.       
  237 – 250. 

[7]  Xinbing Wang , Yun Han , Youyun Xu, APS – FeW : Improving 
TCP Throughput Over Multihop Adhoc Networks, Elsevier, 
Computer Communications, 32 ( 1 ), 2009, pp. 19 – 24. 

[8]   Sofiane Hamrioui, Mustapha Lalam and Pascal Lorenz, IA-TCP 
: Improving Acknowledgement Mechanism of TCP for better 
performance in MANET, 2012, pp. 333 – 341.  

[9]  Yassine Douga and Malika Bourenane, A Cross layer solution 
to improve TCP performances in Ad hoc Wireless Networks, 1, 
2013. 

[10]  Mohammad Amin Kheirandish Fard, Sasan Karamizadeh and 
Mohammad Aflaki, Packet Loss Differentiation of TCP over 
Mobile Ad Hoc Network Using Queue Usage Estimation, 
2011. 

[11]  Jian Liu, Suresh Singh, ATCP : TCP for Mobile Ad hoc     
Networks, IEEE Journal on Selected Areas in Communication, 
19 ( 7 ), 2001, pp. 1300 – 1315. 

[12]  Gaurav Bhatia, Vivek Kumar, CTCP : A Cross – Layer    
Information Based TCP for MANET, 5 ( 1 ), 2014, pp. 1 – 12. 

[13]  Chien-Chia Chen, Clifford Chen, Soon. Y. Oh, Joon-Sang 
Park, Mario Gerla, M. Y. Sanadidi, ComboCoding: Combined 

        intra- / inter-flow coding for TCP over disruptive MANETs, 2, 
        2011, pp. 241 – 252. 
[14]  Vani Chawla, Performance Analysis of TCP-IA for Multi-Hop 
         Wireless Networks, 3 ( 2 ), 2013, pp. 512 – 526. 
[15]  Foez ahmed, Sateesh Kumar Pradhan, Nayeema Islam, and 

Sumon Kumar Debnath, Performance Evaluation of TCP over 
        Mobile Ad-hoc Networks, 7 ( 1 ), 2010, pp. 140 – 146. 
[16]  Nidhi Shukla, Neelesh Gupta, Naushad Parveen, Survey of 

Cross Layer Based TCP Congestion Control Techniques in 
MANET, 4 ( 3 ), 2014, pp. 446 – 452. 

[17]  Raghuraj Singh, Improving TCP Performance in Multi Hop 
Mobile Adhoc Network, 1 ( 1 ), 2014, pp. 109 – 114. 

[18] Myungjin Lee, Moonsoo Kang, Myungchul Kim, Jeonghoon 
Mo, A Cross-Layer Approach for TCP Optimization Over 
Wireless and Mobile Networks, 31, 2008, pp. 2669 – 2675. 

[19]  Yao-Nan Lien, Hop-by-Hop TCP for Sensor Networks, 1 ( 1 ), 
2009, pp. 1 – 16. 

[20] Tao P, Chen C-C, Oh SY, Gerla M, Sanadidi MY, Demo 
abstract : pipeline network coding for multicast streams,  2010. 

[21] Chen J, Gerla M, Lee YZ, Sanadidi MY, TCP with delayed 
ACK for wireless networks, 6, 2008, pp. 1098 –1116. 

[22] Chen C-C, Lien C-N, Lee U, Oh SY, CodeCast : network 
coding based multicast in MANETs, 2009.  

[23] Shengming Jiang, Qin Zuo and Gang Wei, Decoupling   
congestion control from TCP for multi-hop wireless networks: 

         semi-TCP, 2009.  
[24] Qualnet Simulator 5.0 

 
 
 

IJCSI International Journal of Computer Science Issues, Volume 13, Issue 6, November 2016 
ISSN (Print): 1694-0814 | ISSN (Online): 1694-0784 
www.IJCSI.org https://doi.org/10.20943/01201606.8487 87

2016 International Journal of Computer Science Issues




